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Overview

Certification within Months Instead of Years — Customer Benefits Modular and Scalable Solution

Flexibility: Adaptation to various industry __J Suitable for small, medium, and large

requirements companies
Service Extension: Offer compliance solutions __J
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reporting for continuous control C5- Security Requirements for Cloud Providers
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professional consulting Security
Supported Standards & TISAX- Security Standard for the Automotive
Certifications Industry

PRISM 4 ISO as a solution for ISO 27001

certification DORA- IT Security for Financial & Insurance

Service Providers
Automated compliance & security processes Publicly Communicable:
SOC 2 / ISAE 3402- International IT Security

Supported standards & application areas Certificates

Secure & Confidential Information

PRISM 4 ISO

Technical details of algorithms & risk
assessment Automated Risk Management
Internal certification procedures Non-Communicable: Documentation & Audit Module
Customer or partner information without

Integrated Measure Management (SIEM, IAM,
consent
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Dashboard & Compliance Monitoring

Gap Analysis & Status Assessment
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Phase 1: Analysis & Planning —

Scope Definition & Project Planning

Creation of Policies & Security Measures SMEs & Medium-Sized Businesses:Fast

(— introduction of an ISMS

Training & Awareness Measures Phase 2: Implementation —|
Critical Infrastructure (KRITIS)

|— Companies:Compliance with legal requirements
and risk minimization

Implementation & Certification
Process

Establishment of the ISMS Framework

Conducting Int: L Audit:
SLBEIE LR AR Cloud Providers & IT Service

|— Providers:Compliance for cloud services (C5,

1SO 27001)

j— Phase 3: Internal Audit & Testing —/
Preparation for Certification

Audit by an Independent Auditor

\_ Banks & Insurers:Implementation of DORA and

} Phase 4: External Audit & Certification — BaFin regulations

Certification according to ISO 27001, C5, or
other standards I Automotive Industry:TISAX certification

\_ International Service Providers:SOC 2 and ISAE
3402 for global compliance

\_ All Consulting Companies Implementing
Standards



